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Getting Started

. INTRODUCTION

Welcome to ADP’s TotalPay® iNET Web site (https:/tpinet.adp.com). TotalPay iNET Web site
provides you the ease and convenience of using your personal computer to manage your
ADPChecks and ADP Full Service Direct Deposit. You will be able to request stop payments on
ADPChecks, request reversal/deletion of Employee Full Service Direct Deposit, order copies of
paid ADPChecks, review the status of these requests, and view the Uncashed Items and
Refunded Items report.

This guide will familiarize you with the services available on the TotalPay iNET Web site so you
manage ADPChecks and FSDD for your employees.

SCREEN PRINTS

All screen prints are for illustration purposes only.

SUPPORT

For support on TotalPay iNET, please contact your Client Service Representative.

SYSTEM REQUIREMENTS

The TotalPay INET Web site supports Windows 2000 and XP, and Internet Explorer 6.0 or
above.
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Getting Started

. GETTING STARTED

A TWO-PART PROCESS

There are actually two sections within the TotalPay INET Web site. The first is the security
feature from Netsecure that will recognize you as a valid user when you log on to the TotalPay
INET Web site.

If you are a new user to ADP’s Internet Security Infrastructure (1SI), you will receive an e-mail
notification, which provides the information to register and download a digital security certificate
in order to access the Netsecure (https://Netsecure.adp.com) and TotalPay iNET
(https://tpinet.adp.com) Web sites. See “Downloading Your Digital Certificate” in section IV of
this guide.

If you are an existing I1SI user, you will not receive an e-mail notification; however, your Client
Service Representative will contact you when the TotalPay iNET product is established for your
use. You will use your current digital certificate to access Netsecure (https://Netsecure.adp.com)
and TotalPay iNET (https://tpinet.adp.com). Proceed directly to Section V, “Logging into the
TotalPay INET Web Site.”

OVERVIEW OF ADP INTERNET SECURITY

ADP’s Internet Security System, Netsecure is the system that controls access to ADP’s Internet
products. It provides user authentication, single sign-on, and centralized user management.
This means that secure user access to all ADP Internet products can be set up and managed
within one application. Users only have to register once, and all ADP Internet products share the
same registration and login ID.
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Manage Your Digital Certificate

IIl.  CLIENT MASTER SETUP IN NETSECURE

NOTE: This section is for the Client Master only. If you are not a Client Master, skip to
“Downloading your Digital Certificate” in section IV of this guide.

The Client Master is the highest level assigned in ADP’s Internet security system, Netsecure
The Client Master is the administrator for your company and can perform all functions.

Once you are set up on the Netsecure Web site and the TotalPay iINET Web site, you can go
directly to the site at https://tpinet.adp.com to manage TotalPay iNET for your company.
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Manage Your Digital Certificate

V. DOWNLOADING YOUR DIGITAL CERTIFICATE

You must download a digital certificate before you can log into the Netsecure Web site
(https://Netsecure.adp.com) or the TotalPay iINET Web site (https://tpinet.adp.com). Perform the

following procedure on the PC you will use to set up and manage users. Your digital certificate
is valid for two years. If you are a new ISI user, you will receive an e-mail notification, including
instructions for renewing your certificate, 60 days before the expiration date. If you are an
existing ISI user, you will not receive an e-mail notification; however, your Client Service
Representative will contact you when the TotalPay iNET product is established for your use.

1. Open the confirmation e-mail you received from ADP. (See sample below. Keep in mind
that the URL referenced in the message below is for illustration only.)
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—

Example of URL.
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2. Click the URL in the e-mail or enter it in your browser to go to the registration page (shown
on page 5). NOTE: You may receive a security alert before this page appears. If you do,

click Yes to continue.

3. Copy and paste the User ID and Access Code from the confirmation e-mail. Note: The
Access Code is sensitive to both spaces and case. Do not copy any spaces with the

Access Code.

4. Select the security question (Challenge Prompt) you agreed on with your ADP
Implementation Specialist, and enter your answer. Remember, your answer (Challenge

Response) is case sensitive.
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Manage Your Digital Certificate

5. Create a password for your account. Password rules are as follows:

e Your password must be between eight and twenty characters and contain at
least one alpha and one numeric character.

e Your password is case sensitive.
e You can use special characters and spaces in your password.

e You cannot repeat any character more than four times. For example, AAAAAALL
is not allowed.

e Your password will expire in six months, at which time you will be prompted to
select a new one. That password change will be effective immediately.

¢ When changing your password, you cannot repeat a previous password. The
system will retain a history of your last four changed passwords, and you cannot
reuse them. Temporary reset passwords will not be part of the password history.

6. Click Submit to download your certificate.

SEP Netsecure imwme: s

ADP Internet Administrator User Ragistration

Imparanl: §& iwe 19 fecpal you cerlficale RF ik

v fretwi Thih G corysgler = F o Ul e P Ll L pody pime coelily ala el amer

Ty s [l y
Tl
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Manage Your Digital Certificate

NOTE: After you click submit, you may receive several security alerts similar to the one
below before the Congratulations page appears. If you do, click Yes as many times as is
necessary to continue.

X]

Security Alert

|nfarmation you exchange with thiz zite cannot be viewed or
o changed by others. However, there iz a problem with the site's
gecurity certifizate.

a The security certificate iz from a trusted certifying autharity.

a The zecunty certificate date is valid.

The name on the security certifizate iz invalid or does not
match the name of the site

Do you want o proceed?

Tes ] i Mo | [Eiew Certificate

Patential Scripting Yiokation

Thits Web sibe i requasting & new certficates on wour Behalt, You dhould alow onty brusted Web stes Bo reguest &
! carkbcabe For you.
[0 o) wedrl RO raguast & Cartiioate nowr

|
Patantial Scripling Yiakation ]

This Whah site i adding one oF more cartificsbes bo g computer. Allowerg &0 undrigsted Wab sfe g update wour
1 celiicales i+ & socurhy rgk. The Wels cibe could el sl ceelf icabas you do nol Treed, wiidh coukd aliows prograes LUhist
e by vl Rrusdl Lo ruaw i Ll Cormiraben Bl guiny SCoses Lo i dala,

Do 't waaank (Hhis program bo add the cortifieates now? Ok Yes IF v bmist Hhes Wieh siee. Otharwise, olick Mo,

s [T
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Manage Your Digital Certificate

The Congratulations screen below will appear. A digital certificate has now been
successfully downloaded to your PC and your password is set. You are now ready to log in
to ADP Internet Security or the ADP Internet product your company is using. See the
Logging In to ADP Internet Security section for information on how to access the security
site. Refer to your product documentation for information on how to access and use specific
products.

Yoo

ADP Intarnat Administrator User Registration Success

Lerret & dmmrerras

Note: You can export your certificate to a diskette or CD-ROM to keep as a backup in case
your computer crashes. Be sure to keep the diskette or CD-ROM in a secure location. You
can also import your certificate to another computer from the diskette or CD-ROM. For more
information, see “How do | manage my digital certificate?” in the online help section of the
Netsecure Web site.
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Manage Your Digital Certificate

V. LOGGING IN TO THE TOTALPAY INET WEB SITE

Once you have completed the Netsecure installation and downloaded your digital certificate,
you can access the TotalPay INET Web site. To access the TotalPay iINET Web site, follow

these steps:
1. Open a browser and go to https://tpinet.adp.com. The following Security Alert window may
appear. Click Yes.

Security Alen

ﬁ Informsabion you exchangs with this she cannol be vewed ar changed
ity v Hiwerdr, Hhidrd i & puoiiim with i Gha's Sacunby
coificate
4 Tha securky camhicals was (s By B compeeyyau has nol
chosen to et Yiew the cenfcats 1o defemms whethar you wan
83 upt the Cortifying SUhorty.
2  Thesecurty cersficats dsis ixvalid

% The name on the secunby cesthcote s imakd or does nol melch
tha fiasi o the saha

Do o want o procaad?
vee || e ] ViewCarstcow |

2. The Choose a Digital Certificate window will appear. Click the appropriate certificate and
then click OK. If you have forgotten your User Name, click the View Certificate button.
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AL Cartficste Manhsds

[ pore infe... | |.%"“"‘.'.":“f!’!".’.‘¥'.":]

Lo J[ comeed |
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The Certificate screen will appear. Click the Details tab.
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a. Click the Subject field. Your certificate information will appear in the lower box.
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Highlight and copy
your certificate
name. (To copy, press
and hold the Control
key and then press the
C key.). Click OK.
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Manage Your Digital Certificate

b. The Choose a Digital Certificate window will appear. Click the appropriate
certificate and click OK.

Chanzi a dipitnl cortificatn

Foerditr gl
Tihes Witk S8 erasd iRl I vt FacpsStE
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The Enter Network Password window shown below will appear.

Paste your User Name in the appropriate field (you copied it on the Certificate window). To
paste the User Name, press and hold the Control key and then press the V key.

3.

4. Type in your Password. Click the OK button.

Emter Nebwork Paseerard

:P Fipase hype your user name and passwoed

e, netiecwmegacred? n adp com
Raalm (134924 4547)

UgerNemy |

Faesmword I

IS thig pasieond in your passwornd

] =

Click OK.

il 3 )
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Manage Your Digital Certificate

The Welcome to TotalPay iINET screen shown below will appear.
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You are now successfully set up in both the Netsecure and the TotalPay INET Web site. From

this page, you can do the following:

] Request stop payments on your ADPChecks

m Request reversal/deletion of employee FSDD items

= Order copies of ADPChecks that have already been paid

] Review status of these requests

m Request the Uncashed ltems and Refunded Items report
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Manage Your Digital Certificate

MANAGE USERS

This section discusses how to set up and manage the Web site users you select for the
TotalPay® iINET Web site. As a security feature, there are multiple user account levels in both
the Netsecure and the TotalPay INET Web sites. You can decide how many users to create and
what level to assign to each user. A detailed description of each user level is available on the
next page.

User Accounts

Assign user account levels in both the Netsecure and TotalPay INET Web Sites based on the
following matrix and user descriptions:

Netsecure Web Site User Levels

Create Create User Name/ View/Edit

Netsecure Security Product Password Personal TotalPay® iNET
User Level Admins Users Maintenance User Profiles | Web Site User Level

Client Master X X X X TPiNetClientAdmin
Admin X X X TPiNetAdmin
User X TPiNetUser

x

Report User TPiNetReportUser

TotalPay® iNET Web Site User Levels

Client Master or

Netsecure User Level Security Admin

‘ Product User ‘ Report User

TotalPay® INET Web Site User Level  TPiNetClientAdmin TPiNetUser ‘ TPiNetReportUser

TotalPay® INET Web Site User Guide (for Employers), June 2006 13



Manage Your Digital Certificate

Netsecure Web Site User Levels

The following is a description of the user levels that can be assigned in the Netsecure
Web site.

Client Master

The Client Master is set up by ADP and can create Security Admins and Web Site Users. The
Client Master can also oversee day-to-day requests for user name or password maintenance
(e.g., password resets).

Security Admin
The Security Admin can only create Product Users. The Security Admin can also oversee day-

to-day requests for user name or password maintenance (e.g., password resets).

Product User
The Product User can edit his or her personal profile; however, he or she cannot create any
other users.

Report User
The Report User can edit his or her personal profile; however, he or she cannot create any
other users.

TotalPay INET Web Site User Levels

The following is a description of the user levels that can be assigned in the TotalPay
iINET Web site.

TPiNetClientAdmin

TPiNetClientAdmins are set up by ADP. This user role can create and administer TPiNetAdmin,
TPiNetUser and TPiNetReportUser user accounts for the parent company, and any additional
company/payroll codes.

TPiNetAdmin

TPiNetAdmin are set up by the TPiNetClientAdmin. This user role can create and administer
TPiNetUser and TPiNetReportUser user accounts for the parent company, and any additional
company/payroll codes. They can also submit requests for FSDD reversals/deletes, ADPCheck
stop payments, ADPCheck copies, and reports.

TPiNetUser
TPiNetUser are set up by either the TPiNetClientAdmin or the TPiNetAdmin. They can submit
requests for FSDD reversals/deletes, ADPCheck stop payments, ADPCheck copies.

TPiNetReportUser

TPiNetReportUser are set up by either the TPiNetClientAdmin or the TPiNetAdmin. They can
submit requests for reports.

TotalPay® INET Web Site User Guide (for Employers), June 2006 14



Manage Your Digital Certificate

How to Add a User

If you are the Client Master or Security Admin in Netsecure for your company, you can create
additional users (general users and/or report users) for the TotalPay INET Web site. You must
first create a digital certificate in Netsecure and set up the user in the TotalPay iINET Web site.
For more information on digital certificates, please visit ADP’s Netsecure Web site
(https://Netsecure.adp.com).

Important: Pop-up blockers may interfere with the display of valid pop-up screens
(confirmations, forms, reports). ADP recommends that you disable pop-up blockers or set up
your pop-up blocker to allow pop-ups for this site.

Here are the simple steps to add/delete and manage users for your company:

1. Go to the Netsecure Welcome page (https://Netsecure.adp.com).

2. On the Welcome page, click Login.

9

-0 Bde Shess

L3P Netsecure

Welcome (o Netsecure
hmice v = lha dnirgeed afrsrab g

e T i e
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In the Client Authentication window, select your certificate and click OK.

3.
Chaosi a dipitn] certificata
et ghon
' Tt Wi She ol vt bo vl redusshs
S AerAficution. Plbase dridse & cetficts Your digital certificate is
labeled with your first and
[ e / last name, followed by the
P Pattersan ADE Cartficabs Mansg L
Mel Suggant | ACE Crrti i abe Manages expiration date.
Pai Fatteeson i AL et sk Mansmes
O E T AL Carhificste M
|_towe info... | | o conficats... |
Lo« J| coneet |
4. In the “Network Password” window, enter your User ID and password. When done, click OK.

NOTE: This check box is

4 Please lype your user name and passwond
: disabled for ADP Internet
Sia EOACAROACIBAD ff Adp Com products as an added security

measure. You cannot select
Rgaim [1952555737)

this option.

l.h-hlum-'

16
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Manage Your Digital Certificate

5. The Netsecure home page for your company is displayed. From the home page, the Client
Master or Security Admin can manage the Netsecure Web site users for their company.

6. Inthe top navigation bar, click Users > Add. The “Add User > Enter User” Info screen will
appear.

O-0- H@& @ 3-%c AE e

{89 Netsecure

[EE TRE ST o e ol Py Hiil Sl i e Rl

Frpmts | Fessarnrs | Foln | Sy Acoweed | Ll

Iremend [ EECR TS S0 = Lty 1 — L0

Aares W TN

L‘ e
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Manage Your Digital Certificate

Enter the user’s information. Fields with an asterisk (*) are required. When you finish
entering the user’s information, click Next. This will take you to the next section, where you
will assign User Profiles.

Security Role Select Product
User if you are creating a
| s TPiNetUser or

- — M TPiNetReportUser.

- e Rk Select Security Admin if you

[ T = _Ir-:-:__" -_— are creating a TPiNetAdmin.

P NOTE: If you do not see the

- Security Role box, the user will

# Rakbrud | Adiepes Lina § Nob et Lot 3 Soains Hl b be set up as Product User.

| == | | |

;-'Lﬂ_r..._ I_E:utn:ueu__] 1:.!.';:!.‘.‘:"-"-"

=T

sy F“m! il e

T

=

Alieingle Figey sl Lol ey

4 Peme b s Wi Lrwiber

Prrmtesies S

| e | camni |
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Assigning a Profile to the User

After you enter a new user’s information, you must assign a profile to the user. The ADP Service
Center Administrator will create the default profile for each Internet product your company uses.
This profile provides access to all authorization codes and should be assigned to Client Masters
and Security Admins. A profile consists of an Internet product and a user level. Product profiles
allow you to control user access to ADP Internet products.

1. The Assign User Profiles screen lists the profiles for the TotalPay INET Web site.

B wtipe:iitsivmb. i adp.cem - Hetiscurs - Micromdt internaet Loplorar

Add Ugerz > San Dimas > Assign User Profiles

Nzmign Profiles lar

Avallable Frofiles Azzigned Proliles

TPt TP S o | el geolie. TFel Bl
M 1FhieieyEx L defml prolie PSS et larr

TFEdel 1Pl fewr e ldadl pavilis 1801 ey .
& $———— Sclectthe profile you want to

assign to the user and click >> to
move it to the Assigned Profiles

list on the right of the screen.

IMPORTANT

When you assign a profile to a
new user, the only two roles
available are TPiNetAdmin,

TPiNetReportUser, or i
TPiNetUser. = | S| e
ﬂ Eiane 5 B lirret

IMPORTANT: Select only one profile per user!
If you set up the user’s Security Role as Product User on the “Add User > Enter User” Info
screen, you should select either TPiNetUser or TPiNetProductUser.

If you set up the user’s Security Role as Security Admin on the “Add User > Enter User” Info
screen, select the TPiNetAdmin profile.

Refer to the “Netsecure User Levels” and “TotalPay INET Web Site User Levels” matrix
under the Manage Users section to determine what level you want to assign to each user.
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2. Click Assign Profile

b hitps:dficteshng,adp,com - Hetspoure - icmsnoft intarnet Cxoploner

Add Ugerg » San Dimas > Azzign Liger Profiles

Nazlgn Prolilaa o

Available Proliles

EPfi D1 Hrpirll ey deim il porlle [ el e
EPfi T Ueer el piglis Tt i

Arrigned Prolid

MR [FRCL S el (el

IMPORTANT

You can assign more than one
profile to a user. This means that
one user may have both a
TPiNetUser profile and a
TPiNetReportUser profile.

ecmack | | AN PRI

%
-ﬂ it

E-| B el

CANCIL |

3. The Profile Has Been Saved message will appear. Click Move to the Next Step to continue

the setup process.

D HetSecurs - Micresaft Internat Luplores pravided by Dissibuted Systems . BB

Profile has been saved.
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Manage Your Digital Certificate

A window that contains a link to the TotalPay iINET Web site will appear as shown below.
4. Click the ADP TotalPay iINET Web site link.

b hitps:dfichesh.nj,adp,oom - HetSecemn - Micrndi inierned Lxplaree "__|

To camplete the prodisct registration for this veer; pleass click the fallawing CRITICAL!
UAL's bafors contiastng. To complete the
/ setup process for a

new user, you must
click the link before
you click the Next

ToksPay HET

5 E button.

-mﬂurl 5 B e

5. If the Security Alert window appears, click Yes.

6. The Add User page on the TotalPay iNET Web site will appear.
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Manage Your Digital Certificate

7. Select the appropriate Branch/Company Code(s). To select multiple Branch/Company Codes,
using the Shift key, highlight each item and click the double right arrow button. Once you have

assigned the branch and company codes, click Submit.

B DO
e o

I i v TotalPay iINET
lAdd User 0
B @

ol F FITH

Mner B U ater vor N TETEME Select the appropriate

Branch/Company Codes and

T B AT iy Sl click the arrow button.

gl e | 0 wd L

o AL

s

<
il Sutea il e
8. Click Exit to sign off and close the browser.
9. After you log out, the window shown below should still be open. Click Next.
A hanpszi e nfadp,oom - HetSecun - Microsedl interned Lxplorer "__| ril
To sampletn the prodisct registeation for this user, pleass click the l'-|l|:q|-¢
L% hefore continwing.
TotsWay MET  Click here MOW 43 regetor For TotaiPay INET
Mt |
-mﬂl:rl 5 B Lidel
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Manage Your Digital Certificate

10. The User Successfully Added message will appear. Click I'm Finished if you do not need to
add any additional users, or click Add Another User if you want to add additional users.
(Note: Selecting the latter option will take you back to step 1 of “Adding a Profile User.”)

i | hips 2/ ehesh o sdp, oom - BetSecuns - Microesdi Inderned [xplaree E'__I [i!

User successfully added,
Wit s ML b T ot oy secor S 5 T ALY,

T Sacur iy Hok i ser,

@] Core B bieel
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Added User Completion

A confirmation of enrollment e-mail will be sent to the new user and will contain a User ID and
Access Code, as well as the URL for the Netsecure registration page.

After the user has been set up by the Client Master or Security Admin, the user will follow the
same process that you used to download a digital certificate (this is a one-time process).

Once the digital certificate has been successfully downloaded, the user will be able to access
the TotalPay iNET at https://tpinet.adp.com.

Reset User Password

There are two separate procedures (based on the user level) for resetting a password.

Reset a TPiNetClientAdmin Password

If the TPiNetClientAdmin password needs to be reset, the TPiNetClientAdmin should
contact the company’s designated Client Service Representative to have the password
reset.

Reset a TPiNetAdmin, TPiNetUser or TPiNetReportUser Password

The TPiNetUser or TPiNetReportUser should contact their TPiNetAdmin or
TPiClientAdmin to have their password reset.

The TPiNetAdmin should contact their TPiNetClientAdmin to have their password reset.

Below are the steps that the TPiNetAdmin or TRiNetClientAdmin must perform to reset a
user password:

1. Log into the Netsecure Web site at https://Netsecure.adp.com

2. Click the Find User button

Enter the user’s first name followed by an asterisk (e.g., John*)

Click Search

Click the user’s name

Click Reset Password

NOTE: A system generated e-mail containing a temporary password will be sent to the

user. When the user logs in with the temporary password, they will be prompted to select
a new password.

o g ~ w

7. Log out of the Netsecure Web site
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Manage Your Digital Certificate

VI. MANAGE YOUR DIGITAL CERTIFICATE

EXPORT YOUR DIGITAL CERTIFICATE

If your computer crashes or if you receive a new computer, your digital certificate may be lost.
For that reason it is good practice to “export” your digital certificate; it can be stored on a floppy

disk, CD-ROM or network drive. Once your certificate is exported, you can “import” whenever
necessary.

1. From the Internet Explorer menu bar, go to Tools > Internet Options > Content.
2. Click Certificates. Your certificate will display.
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3. Highlight your certificate and click Export. The Certificate Export Wizard window will display.
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4. Select Yes, export the private key radio button. Click Next.

Erpoai Private Koy
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5. Select the options noted on the screen below. Click Next.
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' Crasble strong probection (requires I€ 5.0, NT 4.0 5P4 or shove)
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= Bah Hezl = Careel

6. Create a password or leave it blank. Click Next.
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Paseward
To manten seourky, you Mt protect the privets bey by wsing & passeord.
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Pareiaand;

Coifrin pasgwornd:

Rt

Eareral |

7. Type in or browse to where you would like to save your certificate and give it a file name.
Click Next. (For example, below the file is saved directly to a network drive. It is named “lisa-

adpcert.” The .pfx extension is automatically added.)

Fila to Expon
Speciy the name of the file you want to eoport

i rowem:
G LT T A SO B - aeseerd gl o]

Sl

8. Click Finish.
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Ereddealn B apsill Whiraid

Complating the Cartificate Export
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9. A confirmation window will display. Click OK.

Certificate Export Wizard B4

The export was successful.
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IMPORT YOUR DIGITAL CERTIFICATE

1. From the Internet Explorer menu bar, go to Tools > Internet Options > Content.

Pyl winerance

—%  feralongles Mol pUEeTLn S
ﬁ and it bbbt R i

Blaazaolt Proble Axpies o g
res ol Pk

[ ]

ml‘- il Bas Irkisvait Sonlanl Bl Sn B
ﬁ mﬂﬂ"dﬂ‘

tturie o) pudhdeni

q it st 12 bk adiordty el Sevsbe st

Contcatss. |  Pukaben |

usctarpiin|
My Ptie_ |

o | ceed |

2. Click Certificates. Certificates may or may not be displayed.

3. Click Import.
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4. Click Browse and navigate to where you saved the certificate. The directory path\file name
will appear in the File Name field.

5. Click Next.
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6. If you applied a password to your certificate when you exported it, type in your password.
Check the Mark the private key as exportable box and click Next.
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7. Select the “Automatically select the certificate store based on the type of certificate” radio
button as noted below. Click Next.

Ceiliheals Lioie

Cartificatn lmport ‘Wizand 1 _ﬂ

Cartificatn shivi g ied fyibem Skl whans Sebific el e lep

R [N SOl phy sl 3 CeOfc e 00, oF you can Soenfy A lacabon for
3 Faitarnsticaly palasct the cartificabs dhans Bastad o Bhs Byps of sartifcate

1™ Plasa ol dertificarad in tha Fnlltwang @en

Sl

< Bk Mo = o ]

8. Click Finish.
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9. A confirmation window will appear. Click OK.

Certificate Import Wizarnd x|

@ The impart was successiul,
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Appendix

VIl. GLOSSARY OF TERMS

Client Master (Netsecure)

The first person entered into ADP’s Internet Security System, Netsecure is considered the Client
Master. The Client Master will be the company administrator and will have the ability to
add/delete users, change passwords, and reissue certificates. The Client Master can add/delete
Client Admins and Product Users.

CSV (Comma Separated Values)

A type of data format in which each piece of data is separated by a comma. This is a popular
format for transferring data from one application to another, because most database systems
are able to import and export comma-delimited data.

Digital Certificate

A digital certificate is used to create a signature confirming that the macro or document
originated from the signer, and the signature confirms that it has not been altered.

Netsecure Web Site

Netsecure is a delegated administration Web site that provides functions of managing users’
privileges to access ADP Internet services in your company.

New Administrator/User Form

The Client Master can use this sample form to gather information to add users to the TotalPay
iINET Web site for your company.

Product User

User authorized by the Client Master or Client Admin to submit and view status of requests for
ADPCheck stop payment, FSDD deletion/reversal, and ADPCheck copy.

SecureMail

SecureMail encrypts outgoing e-mail transmissions with sensitive or confidential data. A one-
time setup process is required to retrieve secured e-mail messages.

SSL (Secure Sockets Layer)

A protocol developed by Netscape for transmitting private documents via the Internet. SSL
works by using a private key to encrypt data that is transferred over the SSL connection. Both
Netscape Navigator and Internet Explorer support SSL.
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Appendix

TPiNetAdmin (Netsecure)

User authorized by the Client Master to add/delete users, change passwords, or reissue
certificates.

TPiNetClientAdmin

Only ADP can create a TPiNetClientAdmin. The TPiNetClientAdmin can manage all users and
can create TPiNetAdmin, TPiNetUser, and TPiNetReportUser, reset passwords, and process
ADPCheck stop payment, FSDD deletion/reversal, ADPCheck copy requests, and report
requests.

TPiNetReportUser

These users can view status of requests for ADPCheck stop payment, FSDD deletion/reversal,
ADPCheck copy requests, and run reports.

TPiNetUser

These users can process and view status of ADPCheck stop payment, FSDD deletion/reversal,
ADPCheck copy requests, and report requests.

The ADP logo is a registered trademark of ADP North America, Inc. All other trademarks and service marks are the
property of their respective owners.
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